
 

Digipass GO 3 Manual 
To ensure high-quality security for clients using the Internet Banking service 

Digipass devices of VASCO Data Security company are implemented in the system. 
Data Security is the world leader among companies, producing identification devices 
for on-line systems, VASCO.  

Digipass 270 may generate one-time entry passwords to log on into the system 
and authenticate the documents. 

Digipass GO 3 Operating Instruction 
To turn on/off GO 3 press the triangle button . Digipass 270 will turn itself off automatically if left idle (no 

buttons pressed) for 30 seconds. 
6-digit code is generated upon activation of Digipass GO 3. This code may be used for two purposes: 

1. to enter into the system, the user shall enter the user name, password and the number generated by 
Digipass GO 3, i.e. one-time code into the appropriate field, 

2. to authenticate a document, the user shall enter the number generated by Digipass GO 3 into the 
appropriate field and sign the document. 

 It is strictly forbidden to open the device or expose to any other influence. 

Frequently asked questions 

What to do if the system does not accept the password generated by the device? 
If the system does not accept the password generated by the device it is possible that it has been locked in the 

bank as a result of being idle for a long time, multiple unsuccessful attempts to enter the PIN-code or for some other 
reasons. The user shall apply to the bank to unlock it. 

Actions in case of loss of the device  
In case of loss of the device, immediately inform the bank. 


